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Policy Management: 

Policy History: 
Date Version Reason for Change 
03/27/2023 1.0 Initial policy draft 
4/8/2024 1.1 Updated language to reflect standard for internal audits. 
11/11/2024 1.2 Updated Senior Staff to President’s Cabinet 

 
Policy Approvals and Reviews: 

Date Organizational Group 
4/25/2023 President 
4/25/2023 Senior Staff 
12/3/2024  

 

 
Web Links: 

Policy Link: Service	Management	Policy		 
 

 
Full Policy Text: 

Information Technology and Security (ITS) Service Management System (SMS): 
 

Leadership. The ITS Leadership team shall demonstrate management and commitment with 
respect to the ITS service management system, including a commitment to continuously 
improving the SMS and its services. 

 
Planning. Information Technology & Security will develop an annual ITS service management plan. 

 
Risk Management. A risk management strategy and process will be used which is in line with the 
requirements and recommendations of ISO/IEC 27005:2022, the international standard for risk 
management. 

 
Implementation and Management. The ITS service management system manager(s) will have 
responsibility for the implementation and management of the SMS. 
 
Specifically: 

a) The identification, documentation, and fulfillment of service requirements 
b) Assigning responsibility for the implementation, management, and improvement of 

service management processes 
c) Reporting to top management of the performance and improvement of ITS services 
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In all cases, ITS will retain governance of the relevant 
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Definitions: 

 
ISO/IEC 20000:2018 Certification. A three-stage external audit process defined by the 
ISO/IEC 19001:2018: 

• Stage 1 is a preliminary, informal review of the SMS that 
familiarizes certification auditors with the organization and vice 
versa. 

• Stage 2 is a more detailed and formal compliance audit, independently 
testing the SMS against the requirements specified in ISO/IEC 20000:2018. 
Successful completion of this stage results in the ISMS being certified 
compliant with ISO/IEC 20000:2018. 

• Stage 3 involves follow-up reviews and audits to ensure the 
organization remains in compliance with the standard. 

 
Non-conformity. The certification audit will grade the audit criteria as ‘conforms 
or nonconforms.’ There are two types of non-conformities: 

• Major Nonconformity - A major breakdown or failure to fulfill one or 
more requirements of the SMS. 

• Minor Nonconformity - A single identified lapse, which would not 
raise significant doubt as to the capability of the SMS to achieve the 
service objectives of the organization. 

 
ITS Service Catalog. It is a storefront from where the UT community can request 
ITS services and products from the ITS Service Desk based on the information 
provided in the service catalog. 
 
Service Management System. Service management is a customer-focused 
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