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Third Party Technology Service Provider Reviews 
Version: 3.1 

Effective Date: 12/09/2024 

Policy Summary: 
Prior to entering into contracts with third parties, Information Technology and Security (ITS) will initiate 
security reviews, to ensure that potential risks are identified, and contracts incorporate data protection 
language that protects university interests. Annual reviews will be conducted by ITS to highlight 
information security, business continuity, and customer service metrics to be displayed on an internal 
vendor scorecard and shared with the appropriate functional leadership. 

Applicability/Eligibility: Exceptions: 
Staff, Faculty, and external third parties 
performing technology services on behalf of 
The University of Tampa 

None 

Policy Administration: 
Mandating Authority: �• Federal Law �• State Law or Regulation
(Check all that apply) �• University President �• Accrediting Body

�� Other: (GLBA,
Technology Project
Request)
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